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This deployment guide is designed to help 
new users set up their NinjaOne account 
and deploy agents as efficiently as possible. 
The guide walks through the key steps of 
creating a template organization, importing 
organizations, generating a NinjaOne 
Agent installer, and deploying the agent to 
endpoints. We provide multiple options for 
mass deployment, including:

• Utilizing a third-party endpoint         
management solution

• Deploying via PowerShell

• Using an MDM solution

• Using NinjaOne’s built in Active                     
Directory deployment feature

• Deploying via group policy

• Enabling end-users to install the                      
agent via link

NinjaOne Quick Deployment Guide
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In NinjaOne, organizations control critical functionality such as which remote access solution is on an endpoint, 
how policies are mapped to device roles, and how devices are added to the platform. If you plan to have multiple 
organizations in your environment, creating the first organization as a template with the correct configurations 
will save you time and enable you to mass-create additional organizations via import.

Step 1. Creating an Organization Template

1. Create an organization

Navigate to the top right corner of your screen, click on the 
plus sign, and select organization.
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2.	 Configure	your	organization

There are dozens of configuration choices that can be 

made in an organization. The following are the most 

important	configurations	you	should	pay	attention	to:

a. Policy	Mapping: Policies define how NinjaOne manages 

devices. Every device is managed by a single policy. 

Organizations define how each device, based on its role, is 

mapped to a policy when added to NinjaOne. Having the 

correct policy mapping can save a lot of time during the 

deployment process.

• Use	Default	Policies: If you have not created any new 
policies, you can leave the default policy mapping.

• Custom	Policies: If you have created custom device 
roles and custom policies, you will need to map each 
device role to a policy type. Custom device roles give 
you the ability to map custom roles (such as SQL Server, 
Exchange Server, C-Suite Laptop) to custom policies 
that provide specific management instructions for 
those roles. Learn more about custom device roles 
here. Make sure that you have activated custom roles in 
the advanced settings so the new option custom role 
will appear every time you generate a new NinjaOne 
installer. 

b. Systray	Icon: The system tray icon gives end-users the 
ability to interact with your team and the NinjaOne agent 
in predefined ways. Setting up the system tray once for all 
your organizations will save significant time. Some basic 

Step 1. Creating an Organization Template (continued)

https://ninjarmm.zendesk.com/hc/en-us/articles/360035953551
https://ninjarmm.zendesk.com/hc/en-us/articles/6915487334541-NinjaOne-Agent-Advanced-Installer-Options
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Step 1. Creating an Organization Template (continued)

recommendations include adding the help form, your 
support phone number, and a contact email. If you want to 
customize the systray, you can navigate to Administration 
– General – Branding and choose the tab Systray. Here 
you can create custom icons for organizations with this 
requirement. 

c.	Device	approval: This security setting defines whether 

a newly onboarded device goes directly into the NinjaOne 

dashboard (automatic), if an administrator needs to 

approve new devices in the dashboard (manual), or if new 

device deployments are rejected by default. During initial 

onboarding, it is recommended that you set device approval 

to automatic to avoid duplicating work.

d.	Remote	access: If your subscription includes remote 
access, activate the remote access solution of your 
choice when setting up your organization template. Key 
configurations to consider include remote access solution, 
end-user confirmation, and device roles. If the Teamviewer 
icon does not appear in your account, follow the steps of 
the Teamviewer Integration guide. 

https://ninjarmm.zendesk.com/hc/en-us/articles/360035555612-TeamViewer-Integration-Guide-Automatic-
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If you only plan to have a single organization in your NinjaOne instance, you can skip this step. This step 
allows you to import organizations via CSV so that each organization is configured the same as the template 
organization you created above. This can save you significant time. 

Step 2. Import Organizations

The Import Organization function can be found in the Administration 
section under Organizations. 

1. Click Import Organization

2. Create a spreadsheet with a single column containing the name of 
every organization you want to import.

3. Copy and paste the list of organizations into the Import 
Organization screen
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4. Select the template organization created 
in the previous steps.

 

5. Select the configurations you want to 
copy to the new organizations. Keep in 
mind that only the available settings to 
be toggled can be copied. Otherwise, the 
default settings are used.   

6 Click Import to complete the import.

7. Once all your organizations are imported, 
you can deploy the systray icon to all 
organizations. 

Step 2. Import organizations (continued)
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There are two main ways to generate NinjaOne installers – manually through the interface or programmatically 
through the NinjaOne API. This section will cover both options.

Step 3. Creating the NinjaOne Agent

Option 1. Generate the NinjaOne Agent 
Installer via the Web Interface

This option works best for users with one or only a few 
organizations. If you have more than 10 organizations you 
plan to deploy to, consider using the steps outlined in 
Option 2.

1. Click the ‘+’ button in the top right corner of the 
NinjaOne web interface.

2. Select ‘device’ and then ‘computer’

3. Select the organization you wish to generate an 
installer for. Note: all installers must be for a specific 
organization and location.

4. Click Generate Installer.

5. Note: You can download the installer or reference the 
link provided for mass installation. The link provided 
is publicly accessible, so can be used to download the 
agent via a script.
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This option is ideal for users with many organizations as it allows you to 
programmatically generate dozens or even hundreds of organization-
specific installers. If you have fewer than ten organizations you plan to 
deploy to, consider using the steps outlined in Option 1.

1. Set up the API client: Follow the instructions in our OAuth Token 
Configuration article in the NinjaOne Dojo 

2. Generate a CSV file with MSI installer links: Leverage the scripts 
and follow the instructions listed in our Create a CSV List of NinjaOne 
MSIs via API article. The output will look like this:

Option 2. Generate the NinjaOne Agent Installer at Scale Through the API

Step 3. Creating the NinjaOne Agent (continued)

Note: regardless of generation method, installers expire whenever NinjaOne performs a product update.

https://ninjarmm.zendesk.com/hc/en-us/articles/4403617211277-OAuth-Token-Configuration
https://ninjarmm.zendesk.com/hc/en-us/articles/4403617211277-OAuth-Token-Configuration
https://ninjarmm.zendesk.com/hc/en-us/community/posts/8388014661517-Create-a-csv-list-of-NinjaOne-MSIs-API-
https://ninjarmm.zendesk.com/hc/en-us/community/posts/8388014661517-Create-a-csv-list-of-NinjaOne-MSIs-API-
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Now that you’ve setup all your organizations and created all your installers, we can start deploying the 
NinjaOne agent to your endpoints. There are several methods for deploying the NinjaOne agent.

Step 4. Installing the NinjaOne Agent

1. Send MSI links to end-users: If end-users have permissions to 
install applications on their endpoints, you can send an email, Slack 
message, or other communication containing the appropriate 
link to end-users and rely on them to install the agent. This is only 
recommended for small organizations, or if no other option is 
feasible.

2. Manually install the agent in-person or via remote access: For a 
small number of devices, you can either physically visit the machine 
with a USB containing the NinjaOne agents or use an existing remote 
access tool to manually install the agent on endpoints one by one.  
This is only recommended for small organizations, or if no other 
option is feasible. 

3. Leverage Group Policy for Windows Devices: If you’re leveraging 
Active Directory, you can deploy the NinjaOne Agent at scale via 
Group Policy. Find instructions for GPO-based mass deployment 
here.

4. Deploy via Azure / Intune: If you’re leveraging Intune, you can add 
NinjaOne to Intune and assign the application to end-user devices. 
See instructions here.

5. Use NinjaOne’s native Active Directory Discovery and 
Deployment: NinjaOne includes a native Active Directory Discovery 
and Deployment feature which allows you to see all your Active 
Directory OUs and deploy the NinjaOnes agent ad hoc or on a 

schedule. You will first need to install the NinjaOne agent on your 
Active Directory server then follow the instructions for AD-based 
deployment here.

6. Deploy via your existing RMM or Endpoint Management solution:

• Leverage your tool’s native application deployment feature: 
Most endpoint management tools have a software deployment 
feature that allows you to install an application silently via MSI 
or EXE. Upload the NinjaOne installer to your existing tool and 
deploy the application using this functionality for the fastest 
deployment. 

• Deploy NinjaOne through a Powershell script: Most endpoint 
management tools have the ability to deploy a Powershell script 
remotely. Use this script or this script to deploy the NinjaOne 
agent via Powershell with your existing tool. 

• Note: Our MSI installer is silent by default so there are no 
command line switches required to deploy it silently.

Note on installing Mac devices: Many of the methods described above 
will work for Mac devices as well. Check out this community-generated 
script for mass deployment of Mac agents.

https://learn.microsoft.com/en-us/troubleshoot/windows-server/group-policy/use-group-policy-to-install-software
https://learn.microsoft.com/en-us/troubleshoot/windows-server/group-policy/use-group-policy-to-install-software
https://learn.microsoft.com/en-us/managed-desktop/deploy/deploy-apps
https://ninjarmm.zendesk.com/hc/en-us/articles/4405173636237-Active-Directory-Discovery-and-Deployment
https://ninjarmm.zendesk.com/hc/en-us/articles/4405173636237-Active-Directory-Discovery-and-Deployment
https://ninjarmm.zendesk.com/hc/en-us/community/posts/4405595459469-Deployment-of-Ninja-agent-through-other-RMM
https://ninjarmm.zendesk.com/hc/en-us/articles/207077733-Mass-Deployment-of-NinjaOne-Installer
https://pastebin.com/uq79jE9E
https://pastebin.com/uq79jE9E


How fast can NinjaOne’s partners deploy?
NinjaOne did a global survey of our customers across all sizes from 50 to 2000+ endpoints. The results 

show how fast and easy it is to deploy NinjaOne at scale. 

How many days did it take you to get fully operational with NinjaOne?


